
Experimental Results

• Fake news (early) detection performance

• Impact analysis of users and publishers

• Parameter Sensitivity (on Politifact dataset)

Future Work

• (i) Extend TriFN to scenario with limited

explicit user propagation paths are given;

• (ii) Explore social context for unsupervised

fake news detection.
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Introduction

• Fake news is widely spread on social media and 

has detrimental societal effects

• Would social context information  be helpful in 

making fake news detection?

• A typical news dissemination ecosystem:

Entities: publisher 𝑝, news 𝑎, and social media

user 𝑢
Relations: publishing, spreading, social relations

• Contributions: (i) A principled way to model tri-

relationship among publishers, news pieces, and

users simultaneously; (ii) A novel framework

TriFN, which exploits both user-news interactions

and publisher-news relations for learning news

feature representations to predict fake news

The Proposed Framework - TriFN

• Tri-Relationship Embedding Framework

 News content embedding

 Publisher-News Relation Embedding

 User Social Relation Embedding

 User-News Interaction Embedding

• Objective function of TriFN

• We jointly combine news content embedding and 

social context embedding for fake news detection
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